### Lab 9 - Social Engineering Toolkit

### Due as per D2L dropbox

Social Engineering Toolkit Scoring Rubric

|  |  |
| --- | --- |
| 100 | Successfully completes the assignment and provides all of the required video documentation (or provides in-lab demo in front of instructor). |
| 50 | Successfully completes the assignment but only documents via screenshots. |
| 0 | Nothing turned in or document is not readable or does not accomplish the lab activities. |

Goal

To use the Social Engineering Toolkit to compromise a target host. The student must demonstrate an attack against a browser.

Deliverables

Upload an MS Word DOCX, RTF, or PDF file to D2L with name, course #, assignment and appropriate documentation (e.g. link to online video of your actions or embedded screen-shots).

Building Details for Social Engineering Toolkit

The Social Engineering Toolkit is included in Kali/Backtrack distributions. See the following references for how to use it.

1. [Creating Fake Sites to Harvest Passwords](http://moinkhans.blogspot.com/2013/05/social-engineering-toolkit-kali-linux.html)
2. [Social Engineering Toolkit Tutorial (12 min video) Updated on 20211005](https://www.youtube.com/watch?v=F8tUPeMl_DU)

Attack Details for Social Engineering Toolkit

Either select a particular attack (e.g. “Web Site Java Applet”) or instruct the tool to use an autop0wn feature (i.e. try a bunch of attack vectors on its own). Select the particulars of the attack and the payload (e.g. Meterpreter). Using a Windows VM, or other platform running an outdated browser, visit the URL of the SET tool. Collect visual evidence to demonstrate that you have accomplished this activity (e.g. short video or series of screenshots; note: check the grading rubric).

Restrictions[[1]](#footnote-1)

* ![](data:image/png;base64,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)Students should take care when entering a target machine's IP addresses (or CDIR addresses) to ensure that only the correct address(es) are scanned/targeted. It is recommended that for the duration of the attack phase of this lab (i.e. not when building the VMs or updating the BackTrack distribution), you isolate your VMs by either disconnecting from the Internet (or WAN) or by switch your VirtualBox network to “Host-only” (but if you do the latter, remember to refresh the IP addresses of the VMs).
* Under no circumstances are students to actively compromise or subvert control of any hosts for which they are not the rightful owner or for which they do not have written permission to do so.

Background & Resources

* Scanning chapter in CHR.
* Documentation for the Social Engineering Toolkit (see the tool itself, and online). The tool is included in the Kali/Backtrack distribution.

1. “Warning sign” image from <http://en.wikipedia.org/wiki/Exclamation_mark> [↑](#footnote-ref-1)